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Introduction
Scope of this ISA (NZ)

1.

This International Standard on Auditing (New [Bed) (ISA (NZ)) deals with the
auditor’s responsibilities relating to fraud inaardit of financial statements. Specifically,
it expands on how ISA (NZ) 315 (Revisé@nd ISA (NZ) 336 are to be applied in
relation to risks of material misstatement dueréoid.

Characteristics of Fraud

2.

Misstatements in the financial statements cagedrom either fraud or error. The
distinguishing factor between fraud and error igthier the underlying action that results
in the misstatement of the financial statemenistentional or unintentional.

Although fraud is a broad legal concept, forghgooses of the ISAs (NZ), the auditor is
concerned with fraud that causes a material mesgtt in the financial statements. Two
types of intentional misstatements are relevathiécauditor— misstatements resulting
from fraudulent financial reporting and misstateta@asulting from misappropriation of

assets. Although the auditor may suspect or, i@ cases, identify the occurrence of
fraud, the auditor does not make legal determinatiof whether fraud has actually
occurred. (Ref: Para. A1-A6)

Responsibility for the Prevention and Detection oFraud

4.

The primary responsibility for the preventiomaletection of fraud rests with both those
charged with governance of the entity and managentéimportant that management,
with the oversight of those charged with governaptace a strong emphasis on fraud
prevention, which may reduce opportunities for rémtake place, and fraud deterrence,
which could persuade individuals not to commit érehecause of the likelihood of
detection and punishment. This involves a commitrteenreating a culture of honesty
and ethical behaviour which can be reinforced bg@tive oversight by those charged
with governanceOversight by those charged with governance incledasidering the
potential for override of controls or other inappiate influence over the financial
reporting process, such as efforts by managememaioage earnings in order to
influence the perceptions of analysts as to thigyg&mperformance and profitability.

Responsibilities of the Auditor

5.

An auditor conducting an audit in accordanc@ ¥@8iAs (NZ) is responsible for obtaining
reasonable assurance that the financial staternadets as a whole are free from material
misstatement, whether caused by fraud or errorn@va the inherent limitations of an
audit, there is an unavoidable risk that some natarisstatements of the financial
statements may not be detected, even though thiaspcbperly planned and performed
in accordance with the ISAs (N2).

ISA (NZ) 315 (Revised), “Identifying and Assegsthe Risks of Material Misstatement through Untéerding
the Entity and Its Environment.”

ISA (NZ) 330, “The Auditor’'s Responses to AssésBésks.”

ISA (NZ) 200, “Overall Objectives of the Indepemt Auditor and the Conduct of an Audit in Accordamwith
International Standards on Auditing (New Zealanggfagraphs A51 — A52.
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6. As described in ISA (NZ) 280 the potential effects of inherent limitations are
particularly significant in the case of misstatetnmesulting from fraud. The risk of not
detecting a material misstatement resulting froaudris higher than the risk of not
detecting one resulting from error. This is becdtesed may involve sophisticated and
carefully organised schemes designed to concesaidh as forgery, deliberate failure to
record transactions, or intentional misrepresemtatbeing made to the auditor. Such
attempts at concealment may be even more diffiouttetect when accompanied by
collusion. Collusion may cause the auditor to lweithat audit evidence is persuasive
when itis, in fact, false. The auditor’s abilitydetect a fraud depends on factors such as
the skillfulness of the perpetrator, the frequesmag extent of manipulation, the degree of
collusion involved, the relative size of individwahounts manipulated, and the seniority
of those individuals involved. While the auditor ynbe able to identify potential
opportunities for fraud to be perpetrated, it ifficlilt for the auditor to determine
whether misstatements in judgement areas suchcasraing estimates are caused by
fraud or error.

7.  Furthermore, the risk of the auditor not detera material misstatement resulting from
management fraud is greater than for employee filzechuse management is frequently
in a position to directly or indirectly manipulaaecounting records, present fraudulent
financial information or override control procedsickesigned to prevent similar frauds by
other employees.

8. When obtaining reasonable assurance, the auditoesponsible for maintaining
professional scepticism throughout the audit, aerang the potential for management
override of controls and recognising the fact thadit procedures that are effective for
detecting error may not be effective in detectiagidl. The requirements in this ISA (NZ)
are designed to assist the auditor in identifying assessing the risks of material
misstatement due to fraud and in designing pro@esdiar detect such misstatement.

Effective Date
9. ThisISA(NZ) is effective for audits of finamtistatements for periods beginning on or
after 1 September, 201Ngte: For the effective dates of paragraphs chargeatided
by an Amending Standard see the History of Amenidinen
Objectives
10. The objectives of the auditor are:

(@) Toidentify and assess the risks of materiabtatement of the financial statements
due to fraud;

(b) To obtain sufficient appropriate audit evidemegarding the assessed risks of
material misstatement due to fraud, through desggnand implementing
appropriate responses; and

(c) To respond appropriately to fraud or suspefriaadd identified during the audit.

Definitions
11. For purposes of the ISAs (NZ), the followingns have the meanings attributed below:

* ISA (NZ) 200, paragraph A51.
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(@) Fraud- An intentional act by one or more individualsarg management, those
charged with governance, employees, or third pgrtievolving the use of
deception to obtain an unjust or illegal advantage.

(b) Fraud risk factors- Events or conditions that indicate an incentivpressure to
commit fraud or provide an opportunity to commétufd.

Requirements

Professional Scepticism

12.

13.

14.

In accordance with ISA (NZ) 200, the auditoalsimaintain professional scepticism
throughout the audit, recognising the possibiligtta material misstatement due to fraud
could exist, notwithstanding the auditor’s pastengnce of the honesty and integrity of
the entity’s management and those charged withrganee (Ref: Para. A7- A8)

Unless the auditor has reason to believe thiany, the auditor may accept records and
documents as genuine. If conditions identified nigirihe audit cause the auditor to
believe that a document may not be authentic drtdrens in a document have been
modified but not disclosed to the auditor, the #ardishall investigate further.
(Ref: Para. A9)

Where responses to enquiries of managemerhioge tcharged with governance are
inconsistent, the auditor shall investigate th@nsistencies.

Discussion among the Engagement Team

15.

ISA (NZ) 315 (Revised) requires a discussionrgthe engagement team members and
a determination by the engagement partner of wiiatiers are to be communicated to
those team members not involved in the discussidhis discussion shall place
particular emphasis on how and where the entityisnicial statements may be
susceptible to material misstatement due to franetyding how fraud might occur. The
discussion shall occur setting aside beliefs timehgagement team members may have
that management and those charged with governaatmaest and have integriggef:
Para. A10-Al11)

Risk Assessment Procedures and Related Activities

16.

When performing risk assessment procedures ralated activities to obtain an
understanding of the entity and its environmerdluding the entity’s internal control,
required by ISA (NZ) 315 (Revisetl)the auditor shall perform the procedures in
paragraphs 17-24 to obtain information for usedentifying the risks of material
misstatement due to fraud.

ISA (NZ) 315 (Revised), paragraph 10.
ISA (NZ) 315 (Revised), paragraphs 5-24.
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Management and Others within the Entity
17. The auditor shall make enquiries of managemesyarding:

(@) Management’s assessment of the risk that thendial statements may be
materially misstated due to fraud, including théuna, extent and frequency of
such assessmentBef: Para. A12-A13)

(b) Management’s process for identifying and resioag to the risks of fraud in the
entity, including any specific risks of fraud ttmanagement has identified or that
have been brought to its attention, or classesaasactions, account balances, or
disclosures for which a risk of fraud is likelyée®ist; (Ref: Para. A14)

(c) Management’s communication, if any, to thosarghd with governance regarding
its processes for identifying and responding tortbles of fraud in the entity; and

(d) Management’'s communication, if any, to emplsyeegarding its views on
business practices and ethical behaviour.

18. The auditor shall make enquiries of managemamd, others within the entity as
appropriate, to determine whether they have knogdedf any actual, suspected or
alleged fraud affecting the entityRef: Para. A15-A17)

19. Forthose entities that have an internal dudition, the auditor shall make enquiries of
appropriate individuals within the function to detéene whether they have knowledge of
any actual, suspected or alleged fraud affectiegetitity, and to obtain its views about
the risks of fraud.(Ref: Para. A18)

Those Charged with Governance

20. Unless all of those charged with governanceramglved in managing the entifythe
auditor shall obtain an understanding of how thds®rged with governance exercise
oversight of management’s processes for identifgimgjresponding to the risks of fraud
in the entity and the internal control that managetihas established to mitigate these
risks. (Ref: Para. A19-A21)

21. Unless all of those charged with governancdarar@ved in managing the entity, the
auditor shall make enquiries of those charged gotrernance to determine whether they
have knowledge of any actual, suspected or alléged affecting the entity. These
enquiries are made in part to corroborate the resgoto the enquiries of management.

Unusual or Unexpected Relationships Identified

22. The auditor shall evaluate whether unusuahexpected relationships that have been
identified in performing analytical procedures, luting those related to revenue
accounts, may indicate risks of material misstatdérdee to fraud.

Other Information

23. The auditor shall consider whether other infation obtained by the auditor indicates
risks of material misstatement due to fragras: Para. A22)

" ISA (NZ) 260, “Communication with Those ChargeithaGovernance,” paragraph 13.
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Evaluation of Fraud Risk Factors

24. The auditor shall evaluate whether the inforomatobtained from the other risk
assessment procedures and related activities petbindicates that one or more fraud
risk factors are present. While fraud risk factamray not necessarily indicate the
existence of fraud, they have often been presenircmmstances where frauds have
occurred and therefore may indicate risks of malterisstatement due to frayHef: Para.
A23-A27)

Identification and Assessment of the Risks of Matéal Misstatement Due to Fraud

25. Inaccordance with ISA (NZ) 315 (Revised),dhditor shall identify and assess the risks
of material misstatement due to fraud at the firerstatement level, and at the assertion
level for classes of transactions, account balaandgisclosure$.

26. When identifying and assessing the risks ofenmdt misstatement due to fraud, the
auditor shall, based on a presumption that theresks of fraud in revenue recognition,
evaluate which types of revenue, revenue trangaiio assertions give rise to such
risks. Paragraph 47 specifies the documentatiguined where the auditor concludes
that the presumption is not applicable in the cmwstances of the engagement and,
accordingly, has not identified revenue recognitiera risk of material misstatement due
to fraud.(Ref: Para. A28-A30)

27. The auditor shall treat those assessed risksabérial misstatement due to fraud as
significant risks and accordingly, to the extent alveady done so, the auditor shall
obtain an understanding of the entity’s relatedtids, including control activities,
relevant to such riskgRref: Para. A31-A32)

Responses to the Assessed Risks of Material Misstatent Due to Fraud
Overall Responses

28. In accordance with ISA (NZ) 330, the auditoalsldetermine overall responses to
address the assessed risks of material misstatelmeid fraud at the financial statement
level? (Ref: Para. A33)

29. In determining overall responses to addresagbessed risks of material misstatement
due to fraud at the financial statement level ahditor shall:

(a) Assign and supervise personnel taking accounteokttowledge, skill and ability
of the individuals to be given significant engagemeesponsibilities and the
auditor’'s assessment of the risks of material misstent due to fraud for the
engagemen{Ref: Para. A34-A35)

(b) Evaluate whether the selection and applicatiortobanting policies by the entity,
particularly those related to subjective measurémand complex transactions,
may be indicative of fraudulent financial reportirggulting from management’s
efforts to manage earnings; and

(c) Incorporate an element of unpredictability in tekestion of the nature, timing and
extent of audit procedure®ef: Para. A36)

8 |SA (NZ2) 315 (Revised), paragraph 25.
° ISA (NZ) 330, paragraph 5.
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Audit Procedures Responsive to Assessed Riskstefimlavlisstatement Due to Fraud at
the Assertion Level

30. In accordance with ISA (NZ) 330, the auditoalkldesign and perform further audit
procedures whose nature, timing and extent arenssyge to the assessed risks of material
misstatement due to fraud at the assertion FE\(@kf: Para. A37-A40)

Audit Procedures Responsive to Risks Related tcalglament Override of Controls

31. Management is in a unique position to perpefraud because of management’s ability to
manipulate accounting records and prepare frautfifeancial statements by overriding
controls that otherwise appear to be operatingcifiey. Although the level of risk of
management override of controls will vary from gnto entity, the risk is nevertheless
present in all entities. Due to the unpredictaldg W which such override could occur, it
is a risk of material misstatement due to fraud g a significant risk.

32. Irrespective of the auditor’'s assessment ofitks of management override of controls,
the auditor shall design and perform audit proceslto:

(@)

(b)

(©)

Test the appropriateness of journal entriesrosd in the general ledger and other
adjustments made in the preparation of the findistéements. In designing and
performing audit procedures for such tests, thétaushall:

(i)

(ii)

Make enquiries of individuals involved in thmdncial reporting process
about inappropriate or unusual activity relatinghe processing of journal
entries and other adjustments;

Select journal entries and other adjustmendsienat the end of a reporting
period; and

(i) Consider the need to test journal entries atter adjustments throughout the

period.(Ref: Para. A41-A44)

Review accounting estimates for biases anduet@lwhether the circumstances
producing the bias, if any, represent a risk ofeamat misstatement due to fraud. In
performing this review, the auditor shall:

(i)

(ii)

Evaluate whether the judgements and decisioadarby management in

making the accounting estimates included in thenfonal statements, even if

they are individually reasonable, indicate a pdsdilias on the part of the

entity’'s management that may represent a risk témahmisstatement due to

fraud. If so, the auditor shall re-evaluate theoatting estimates taken as a
whole; and

Perform a retrospective review of managemguatigements and assumptions
related to significant accounting estimates refieéan the financial statements
of the prior year. (Ref. Para45-A47)

For significant transactions that are outskteriormal course of business for the
entity, or that otherwise appear to be unusualrgifie auditor’s understanding of
the entity and its environment and other infornrabbtained during the audit, the

10

ISA (NZ) 330, paragraph 6.
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auditor shall evaluate whether the business rdtofoa the lack thereof) of the
transactions suggests that they may have beeredni¢o to engage in fraudulent
financial reporting or to conceal misappropriata@rassets(Ref: Para. A48)

33. The auditor shall determine whether, in orderdspond to the identified risks of
management override of controls, the auditor neegerform other audit procedures in
addition to those specifically referred to abova(is, where there are specific additional
risks of management override that are not covesquhgt of the procedures performed to
address the requirements in paragraph 32).

Evaluation of Audit Evidence (Ref: Para. A49)

34. The auditor shall evaluate whether analyticatedures that are performed near the end
of the audit, when forming an overall conclusiort@#&/hether the financial statements
are consistent with the auditor’s understandinghaf entity indicate a previously
unrecognised risk of material misstatement dueaod.(Ref: Para. A50)

35. If the auditor identifies a misstatement, thelitor shall evaluate whether such a
misstatement is indicative of fraud. If there ilswan indication, the auditor shall
evaluate the implications of the misstatement lati@n to other aspects of the audit,
particularly the reliability of management repraséions, recognising that an instance of
fraud is unlikely to be an isolated occurrengef: Para. A51)

36. If the auditor identifies a misstatement, wieetmaterial or not, and the auditor has
reason to believe that it is or may be the restitraud and that management (in
particular, senior management) is involved, thataudhall reevaluate the assessment of
the risks of material misstatement due to fraud issdesulting impact on the nature,
timing and extent of audit procedures to resporttieéassessed risks. The auditor shall
also consider whether circumstances or conditiedisate possible collusion involving
employees, management or third parties when regenisg the reliability of evidence
previously obtainedRef: Para. A52)

37. Ifthe auditor confirms that, or is unable dmclude whether, the financial statements are
materially misstated as a result of fraud the audihall evaluate the implications for the
audit.(Ref: Para. A53)

Auditor Unable to Continue the Engagement

38. If, as a result of a misstatement resultingnfisaud or suspected fraud, the auditor
encounters exceptional circumstances that brirg goestion the auditor’s ability to
continue performing the audit, the auditor shall:

(@) Determine the professional and legal respolitglsi applicable in the
circumstances, including whether there is a requéxd for the auditor to report to
the person or persons who made the audit appointorenn some cases, to
regulatory authorities;

(b) Considerwhether it is appropriate twithdraw from the engagement, where
withdrawal is possible under applicable law or tagan; and

(c) If the auditor withdraws:
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(i) Discuss with the appropriate level of managensrd those charged with
governance the auditor’s withdrawal from the engaey and the reasons for
the withdrawal; and

(i) Determine whether there is a professionakgal requirement to report to the
person or persons who made the audit appointmenh gome cases, to
regulatory authorities, the auditor’s withdrawalrfr the engagement and the
reasons for the withdrawdkRef: Para. A54-A57)

Written Representations
39. [Amended by the NZAuASB.]
NZ39.1 The auditor shall obtain written represeatetfrom those charged with governance that:

(&) They acknowledge their responsibility for thesign, implementation and
maintenance of internal control to prevent andddtaud;

(b) They have disclosed to the auditor the resiltiseir assessment of the risk that the
financial statements may be materially misstatea @sult of fraud;

(c) They have disclosed to the auditor their knalgke of fraud or suspected fraud
affecting the entity involving:

() Management;
(i) Employees who have significant roles in int@rnontrol; or

(i) Others where the fraud could have a mateg#iect on the financial
statements; and

(d) They have disclosed to the auditor their knalgkeof any allegations of fraud, or
suspected fraud, affecting the entity’s financiwtements communicated by
employees, former employees, analysts, regulatoothers (Ref: Para. A58-A59)

Communications to Management and with Those Chargewith Governance

40. If the auditor has identified a fraud or hataoted information that indicates that a fraud
may exist, the auditor shall communicate these ersmton a timely basis to the
appropriate level of management in order to infdrose with primary responsibility for
the prevention and detection of fraud of mattelsviant to their responsibilitiegRef:
Para. A60)

41. Unless all of those charged with governancersaved in managing the entity, if the
auditor has identified or suspects fraud involving:

(a) Management;
(b) Employees who have significant roles in intéatatrol; or

(c) Others where the fraud results in a materiakstatement in the financial
statements,

the auditor shall communicate these matters toetlobsirged with governance on a
timely basis. If the auditor suspects fraud invafyimanagement, the auditor shall
communicate these suspicions to those chargedyaitbrnance and discuss with them



ISA (NZ) 240

the nature, timing and extent of audit procedureseassary to complete the audit.
(Ref: Para. A61-A63)

42. The auditor shall communicate with those chéngith governance any other matters
related to fraud that are, in the auditor’s judgetneslevant to their responsibilities.
(Ref: Para. A64)

Communications to Regulatory and Enforcement Authotties

43. Ifthe auditor has identified or suspects adrdahe auditor shall determine whether there
is a responsibility to report the occurrence ormstien to a party outside the entity.
Although the auditor’s professional duty to maintdhe confidentiality of client
information may preclude such reporting, the aulditegal responsibilities may override
the duty of confidentiality in some circumstang@ef: Para. A65-A67)

Documentation

44. The auditor shall include the following in thedit documentation of the auditor’s
understanding of the entity and its environment Hrel assessment of the risks of
material misstatement required by ISA (NZ) 315 (Red)*?

(@) The significant decisions reached during treewksion among the engagement
team regarding the susceptibility of the entityifghcial statements to material
misstatement due to fraud; and

(b) The identified and assessed risks of materigstatement due to fraud at the
financial statement level and at the assertionlleve

45. The auditor shall include the following in thadit documentation of the auditor’s
responses to the assessed risks of material neisstat required by ISA (NZ) 336:

(@) The overall responses to the assessed rishatefial misstatement due to fraud at
the financial statement level and the nature, tinaind extent of audit procedures,
and the linkage of those procedures with the asdeisks of material misstatement
due to fraud at the assertion level; and

(b) The results of the audit procedures, includimase designed to address the risk of
management override of controls.

46. The auditor shall include in the audit docuraBaoh communications about fraud made
to management, those charged with governance ategsiland others.

47. If the auditor has concluded that the preswmnpthat there is a risk of material
misstatement due to fraud related to revenue rettogns not applicable in the
circumstances of the engagement, the auditorisisalte in the audit documentation the
reasons for that conclusion.

* % %

1 1SA (NZ) 230, “Audit Documentation,” paragraphd 8, and paragraph A6.

12 |SA (NZ) 315 (Revised), paragraph 32.
13 |SA (NZ) 330, paragraph 28.
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Application and Other Explanatory Material

Characteristics of Fraud (Ref: Para. 3)

Al

A2.

AS.

A4.

Fraud, whether fraudulent financial reportingnaisappropriation of assets, involves
incentive or pressure to commit fraud, a perceigpdortunity to do so and some
rationalisation of the act. For example:

. Incentive or pressure to commit fraudulent finahoggporting may exist when
management is under pressure, from sources outsidside the entity, to achieve
an expected (and perhaps unrealistic) earning®ttang financial outcome —
particularly since the consequences to managemeraifing to meet financial
goals can be significant. Similarly, individuals ynhave an incentive to
misappropriate assets, for example, because thedudls are living beyond their
means.

. A perceived opportunity to commit fraud may exisgtem an individual believes
internal control can be overridden, for example;duse the individual is in a
position of trust or has knowledge of specific defincies in internal control.

. Individuals may be able to rationalise committingfraudulent act. Some
individuals possess an attitude, character or fsethical values that allow them
knowingly and intentionally to commit a dishonest. &lowever, even otherwise
honest individuals can commit fraud in an environtriat imposes sufficient
pressure on them.

Fraudulent financial reporting involves intemtal misstatements including omissions of
amounts or disclosures in financial statementgetede financial statement users. It can
be caused by the efforts of management to managmegain order to deceive financial
statement users by influencing their perceptiongoathe entity’s performance and
profitability. Such earnings management may starivith small actions or inappropriate
adjustment of assumptions and changes in judgerbgntganagement. Pressures and
incentives may lead these actions to increaseetesttent that they result in fraudulent
financial reporting. Such a situation could occinew, due to pressures to meet market
expectations or a desire to maximise compensa#sadon performance, management
intentionally take positions that lead to fraudal@nancial reporting by materially
misstating the financial statements. In some @stitmanagement may be motivated to
reduce earnings by a material amount to minimigeotao inflate earnings to secure
bank financing.

Fraudulent financial reporting may be accontpid by the following:

. Manipulation, falsification (including forgery), afteration of accounting records
or supporting documentation from which the finahstatements are prepared.

. Misrepresentation in, or intentional omission fratfme financial statements of
events, transactions or other significant informati

. Intentional misapplication of accounting principlaglating to amounts,
classification, manner of presentation, or disalesu

Fraudulent financial reporting often involvesaamagement override of controls that
otherwise may appear to be operating effectivenaut can be committed by
management overriding controls using such techisigise
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. Recording fictitious journal entries, particuladipse to the end of an accounting
period, to manipulate operating results or achmher objectives.

. Inappropriately adjusting assumptions and changidgements used to estimate
account balances.

. Omitting, advancing or delaying recognition in fhr@ncial statements of events
and transactions that have occurred during thertieggeriod.

. Concealing, or not disclosing, facts that coul@etfthe amounts recorded in the
financial statements.

. Engaging in complex transactions that are strudttoenisrepresent the financial
position or financial performance of the entity.

. Altering records and terms related to significamd anusual transactions.

A5. Misappropriation of assets involves the théfimentity’s assets and is often perpetrated
by employees in relatively small and immaterial amts. However, it can also involve
management who are usually more able to disguisermeal misappropriations in ways
that are difficult to detect. Misappropriation skats can be accomplished in a variety of
ways including:

. Embezzling receipts (for example, misappropriatoailections on accounts
receivable or diverting receipts in respect of tentoff accounts to personal bank
accounts).

. Stealing physical assets or intellectual propddygxample, stealing inventory for
personal use or for sale, stealing scrap for resalkiding with a competitor by
disclosing technological data in return for payment

. Causing an entity to pay for goods and servicesraceived (for example,
payments to fictitious vendors, kickbacks paid egdors to the entity’s purchasing
agents in return for inflating prices, paymentéidotious employees).

. Using an entity’s assets for personal use (for gptanusing the entity’s assets as
collateral for a personal loan or a loan to a ezlgiarty).

Misappropriation of assets is often accompaniedabye or misleading records or
documents in order to conceal the fact that thetasse missing or have been pledged
without proper authorisation.

Considerations Specific to Public Sector Entities

A6. The public sector auditor’s responsibilitietatimg to fraud may be a result of law,
regulation, or other authority applicable to pulskctor entities or separately covered by
the auditor’s mandate. Consequently, the publitos@riditor’s responsibilities may not
be limited to consideration of risks of materiabstatement of the financial statements,
but may also include a broader responsibility tosider risks of fraud.

Professional ScepticisniRef: Para. 12-14)

A7. Maintaining professional scepticism requiresaamgoing questioning of whether the
information and audit evidence obtained suggestsaimaterial misstatement due to
fraud may exist. It includes considering the realigbof the information to be used as
audit evidence and the controls over its preparama maintenance where relevant. Due
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to the characteristics of fraud, the auditor’'s pssfonal scepticism is particularly
important when considering the risks of materiadstatement due to fraud.

A8. Although the auditor cannot be expected toegjard past experience of the honesty and
integrity of the entity’s management and those gbduwith governance, the auditor’s
professional scepticism is particularly importamtcionsidering the risks of material
misstatement due to fraud because there may havedb@anges in circumstances.

A9. An audit performed in accordance with ISAs (N&)ely involves the authentication of
documents, nor is the auditor trained as or expette be an expert in such
authenticatiort? However, when the auditor identifies conditiorat tause the auditor to
believe that a document may not be authentic drtdrens in a document have been
modified but not disclosed to the auditor, possiirtecedures to investigate further may
include:

. Confirming directly with the third party.
. Using the work of an expert to assess the docusanthenticity.

Discussion among the Engagement Tea(Ref: Para. 15)

A10. Discussing the susceptibility of the entitiifeancial statements to material misstatement
due to fraud with the engagement team:

. Provides an opportunity for more experienced engege team members to share
their insights about how and where the financiaeshents may be susceptible to
material misstatement due to fraud.

. Enables the auditor to consider an appropriat@respto such susceptibility and to
determine which members of the engagement teamcaitiuct certain audit
procedures.

. Permits the auditor to determine how the resultait procedures will be shared
among the engagement team and how to deal withlegations of fraud that may
come to the auditor’s attention.

All. The discussion may include such matters as:

. An exchange of ideas among engagement team meatimershow and where they
believe the entity’s financial statements may besceptible to material
misstatement due to fraud, how management coulgeprate and conceal
fraudulent financial reporting, and how assets bt tentity could be
misappropriated.

. A consideration of circumstances that might bedative of earnings management
and the practices that might be followed by managerto manage earnings that
could lead to fraudulent financial reporting.

. A consideration of the known external and intefaators affecting the entity that
may create an incentive or pressure for manageoresthers to commit fraud,
provide the opportunity for fraud to be perpetratadd indicate a culture or
environment that enables management or othergitmadise committing fraud.

14 1SA (NZ) 200, paragraph A47.
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. A consideration of management’s involvement in egeing employees with
access to cash or other assets susceptible topniga@ation.

. A consideration of any unusual or unexplained clearng behaviour or lifestyle of
management or employees which have come to thetiatieof the engagement
team.

. An emphasis on the importance of maintaining a @repate of mind throughout
the audit regarding the potential for material t@itsment due to fraud.

. A consideration of the types of circumstances tifi@countered, might indicate
the possibility of fraud.

. A consideration of how an element of unpredictapwiill be incorporated into the
nature, timing and extent of the audit procedundset performed.

. A consideration of the audit procedures that migghselected to respond to the
susceptibility of the entity’s financial statemetdsmaterial misstatement due to
fraud and whether certain types of audit procedaresnore effective than others.

. A consideration of any allegations of fraud thavéhaome to the auditor’s
attention.

. A consideration of the risk of management overatieontrols.

Risk Assessment Procedures and Related Activities
Enquiries of Management
Management’s Assessment of the Risk of MaterialskAtement due to FrayRlef: Para. 17(a))

Al2. Management accepts responsibility for the@sinternal control and for the preparation
of the entity’s financial statements. Accordinglys appropriate for the auditor to make
enquiries of management regarding management'sasa@ssment of the risk of fraud
and the controls in place to prevent and detedthié nature, extent and frequency of
management’s assessment of such risk and conteptsvary from entity to entity. In
some entities, management may make detailed assetssam an annual basis or as part
of continuous monitoring. In other entities, mamagat’'s assessment may be less
structured and less frequent. The nature, extedt fesguency of management’s
assessment are relevant to the auditor's understanof the entity’s control
environment. For example, the fact that manageimeshot made an assessment of the
risk of fraud may in some circumstances be indveatf the lack of importance that
management places on internal control.

Considerations specific to smaller entities
Al13. In some entities, particularly smaller ensitithe focus of management’s assessment may
be on the risks of employee fraud or misapprofmatf assets.

Management’s Process for Identifying and Respontlinibe Risks of FraugRef: Para. 17(b))

Al4. In the case of entities with multiple locattomanagement’s processes may include
different levels of monitoring of operating locat®) or business segments. Management
may also have identified particular operating lowag or business segments for which a
risk of fraud may be more likely to exist.
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Enquiry of Management and Others within the Eniigf: Para. 18)

Al5.

Al6.

Al7.

The auditor’s enquiries of management may igeuseful information concerning the
risks of material misstatements in the financaleshents resulting from employee fraud.
However, such enquiries are unlikely to providefulsaformation regarding the risks of
material misstatement in the financial statemeassilting from management fraud.
Making enquiries of others within the entity magyde individuals with an opportunity
to convey information to the auditor that may nibteswise be communicated.

Examples of others within the entity to whdm awuditor may direct enquiries about the
existence or suspicion of fraud include:

. Operating personnel not directly involved in theaficial reporting process.
. Employees with different levels of authority.

. Employees involved in initiating, processing oraekng complex or unusual
transactions and those who supervise or monitdr sagloyees.

. In-house legal counsel.
. Chief ethics officer or equivalent person.
. The person or persons charged with dealing witkgations of fraud.

Management is often in the best position topeeate fraud. Accordingly, when
evaluating management’s responses to enquiriegvathssional scepticism, the auditor
may judge it necessary to corroborate responsesduiries with other information.

Enquiry of Internal AuditRef: Para. 19)

A18.

ISA (NZ) 315 (Revised) and ISA (NZ) 610 (Reads2013) establish requirements and
provide guidance relevant to audits of those etifiat have an internal audit function.
In carrying out the requirement of those ISAs (NZ)he context of fraud, the auditor
may enquire about specific activities of the fuastincluding, for example:

. The procedures performed, if any, by the internditgfunction during the year to
detect fraud.

. Whether management has satisfactorily respondedytdindings resulting from
those procedures.

Obtaining an Understanding of Oversight Exercisgd Those Charged with Governance
(Ref: Para. 20)

A19.

Those charged with governance of an entityseethe entity’s systems for monitoring
risk, financial control and compliance with the lalm many countries, corporate
governance practices are well developed and thozeyed with governance play an
active role in oversight of the entity’s assessnoétite risks of fraud and of the relevant
internal control. Since the responsibilities of gaocharged with governance and
management may vary by entity and by country, iim@ortant that the auditor

15 |SA (NZ) 315 (Revised), paragraphs 6(a) 23, & (NZ) 610 (Revised 2013), “Using the Work of Imtal
Auditors.”
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understands their respective responsibilities tabkn the auditor to obtain an
understanding of the oversight exercised by theapiate individuals®

A20. An understanding of the oversight exercisedhmse charged with governance may
provide insights regarding the susceptibility oé tbntity to management fraud, the
adequacy of internal control over risks of fraudg @he competency and integrity of
management. The auditor may obtain this understgndia number of ways, such as by
attending meetings where such discussions take,ptaading the minutes from such
meetings or making enquiries of those charged gatlrernance.

Considerations Specific to Smaller Entities

A21. In some cases, all of those charged with geusre are involved in managing the entity.
This may be the case in a small entity where deiogner manages the entity and no
one else has a governance role. In these casesjgloedinarily no action on the part of
the auditor because there is no oversight sepficatemanagement.

Consideration of Other InformatioRref: Para. 23)

A22.In addition to information obtained from apply analytical procedures, other
information obtained about the entity and its emvment may be helpful in identifying
the risks of material misstatement due to frauce discussion among team members
may provide information that is helpful in identrig such risks. In addition, information
obtained from the auditor’s client acceptance atdntion processes, and experience
gained on other engagements performed for theyefait example engagements to
review interim financial information, may be relewan the identification of the risks of
material misstatement due to fraud.

Evaluation of Fraud Risk Facto(gef: Para. 24)

A23. The fact that fraud is usually concealed cakenit very difficult to detect. Nevertheless,
the auditor may identify events or conditions timalicate an incentive or pressure to
commit fraud or provide an opportunity to commiadd (fraud risk factors). For
example:

. The need to meet expectations of third partiedtain additional equity financing
may create pressure to commit fraud;

. The granting of significant bonuses if unrealigtiofit targets are met may create
an incentive to commit fraud; and

. A control environment that is not effective mayateean opportunity to commit
fraud.

A24. Fraud risk factors cannot easily be rankedrder of importance. The significance of
fraud risk factors varies widely. Some of thesedexwill be present in entities where
the specific conditions do not present risks ofanat misstatement. Accordingly, the
determination of whether a fraud risk factor isser® and whether it is to be considered
in assessing the risks of material misstatemetftefinancial statements due to fraud
requires the exercise of professional judgement.

16 1SA (NZ) 260, “Communication with Those ChargethvGovernance,” paragraphs A1-A8, discuss withmho

the auditor communicates when the entity’s goveraatructure is not well defined.
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A25. Examples of fraud risk factors related to ¢hakent financial reporting and
misappropriation of assets are presented in Appehdihese illustrative risk factors are
classified based on the three conditions that aneiglly present when fraud exists:

. An incentive or pressure to commit fraud;
. A perceived opportunity to commit fraud; and
. An ability to rationalise the fraudulent action.

Risk factors reflective of an attitude that permasonalisation of the fraudulent action
may not be susceptible to observation by the auditevertheless, the auditor may
become aware of the existence of such informatdtinough the fraud risk factors
described in Appendix 1 cover a broad range o&titas that may be faced by auditors,
they are only examples and other risk factors nxast.e

A26. The size, complexity, and ownership charasties of the entity have a significant
influence on the consideration of relevant fragé factors. For example, in the case of a
large entity, there may be factors that generabiystrain improper conduct by
management, such as:

. Effective oversight by those charged with govermanc
. An effective internal audit function.
. The existence and enforcement of a written codmnéluct.

Furthermore, fraud risk factors considered at aness segment operating level may
provide different insights when compared with thobéained when considered at an
entity-wide level.

Considerations Specific to Smaller Entities

A27. In the case of a small entity, some or athefse considerations may be inapplicable or
less relevant. For example, a smaller entity mayawve a written code of conduct but,
instead, may have developed a culture that empsagis importance of integrity and
ethical behaviour through oral communication anchapagement example. Domination
of management by a single individual in a smalitgaibes not generally, in and of itself,
indicate a failure by management to display androamicate an appropriate attitude
regarding internal control and the financial repayfrocess. In some entities, the need
for management authorisation can compensate farwibe deficient controls and
reduce the risk of employee fraud. However, donmmabf management by a single
individual can be a potential deficiency in intdroantrol since there is an opportunity
for management override of controls.

Identification and Assessment of the Risks of Matéal Misstatement Due to Fraud
Risks of Fraud in Revenue Recognit{Raf: Para. 26)

A28. Material misstatement due to fraudulent finahaeporting relating to revenue
recognition often results from an overstatementesenues through, for example,
premature revenue recognition or recording fiaigioevenues. It may result also from an
understatement of revenues through, for examplaaperly shifting revenues to a later
period.
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The risks of fraud in revenue recognition rbaygreater in some entities than others. For
example, there may be pressures or incentives gragement to commit fraudulent
financial reporting through inappropriate revengeognition in the case of FMC
reporting entities when, for example, performasaaeasured in terms of year-over-year
revenue growth or profit. Similarly, for examplbete may be greater risks of fraud in
revenue recognition in the case of entities thaegate a substantial portion of revenues
through cash sales.

The presumption that there are risks of fiaugvenue recognition may be rebutted. For
example, the auditor may conclude that there isgkoof material misstatement due to

fraud relating to revenue recognition in the cabens there is a single type of simple

revenue transaction, for example, leasehold revéouea single unit rental property.

Identifying and Assessing the Risks of Material dt#éi,ement Due to Fraud and
Understanding the Entity’s Related Contref: Para. 27)

A31.

A32.

Management may make judgements on the natdrexdent of the controls it chooses to
implement, and the nature and extent of the riskisdoses to assuméln determining
which controls to implement to prevent and detesaid, management considers the risks
that the financial statements may be materiallystaied as a result of fraud. As part of
this consideration, management may conclude tignidt cost effective to implement
and maintain a particular control in relation te tleduction in the risks of material
misstatement due to fraud to be achieved.

It is therefore important for the auditor totan an understanding of the controls that
management has designed, implemented and maintaipeevent and detect fraud. In
doing so, the auditor may learn, for example, thabagement has consciously chosen to
accept the risks associated with a lack of segygaif duties. Information from
obtaining this understanding may also be usefudlemtifying fraud risks factors that
may affect the auditor’'s assessment of the risikisttie financial statements may contain
material misstatement due to fraud.

Responses to the Assessed Risks of Material Misgatent Due to Fraud

Overall Responségef: Para28)

A33.

Determining overall responses to addresssbessed risks of material misstatement due
to fraud generally includes the consideration af iee overall conduct of the audit can
reflect increased professional scepticism, for gXamnthrough:

. Increased sensitivity in the selection of the raaurd extent of documentation to
be examined in support of material transactions.

. Increased recognition of the need to corroborateag@ment explanations or
representations concerning material matters.

It also involves more general considerations dpamt the specific procedures otherwise
planned; these considerations include the matisted| in paragraph 29, which are
discussed below.

17

ISA (NZ) 315 (Revised), paragraph A48.



ISA (NZ) 240

Assignment and Supervision of Personref: Para. 29(a))

A34. The auditor may respond to identified risksnadterial misstatement due to fraud by, for
example, assigning additional individuals with spksed skill and knowledge, such as
forensic and IT experts, or by assigning more egpeed individuals to the engagement.

A35. The extent of supervision reflects the auditaassessment of risks of material
misstatement due to fraud and the competencieheoehgagement team members
performing the work.

Unpredictability in the Selection of Audit Proceds(Ref: Para. 29(c))

A36. Incorporating an element of unpredictabilitythe selection of the nature, timing and
extent of audit procedures to be performed is igmtras individuals within the entity
who are familiar with the audit procedures normplyformed on engagements may be
more able to conceal fraudulent financial reportimgis can be achieved by, for
example:

. Performing substantive procedures on selected atbalances and assertions not
otherwise tested due to their materiality or risk.

. Adjusting the timing of audit procedures from tb#terwise expected.
. Using different sampling methods.

. Performing audit procedures at different locatioms at locations on an
unannounced basis.

Audit Procedures Responsive to Assessed Riskstefimlavlisstatement Due to Fraud at
the Assertion LevéRef: Para. 30)

A37. The auditor’s responses to address the askesgs of material misstatement due to
fraud at the assertion level may include chandmegiature, timing, and extent of audit
procedures in the following ways:

. The nature of audit procedures to be performed meayl to be changed to obtain
audit evidence that is more reliable and relevantta obtain additional
corroborative information. This may affect both tigee of audit procedures to be
performed and their combination. For example:

o Physical observation or inspection of certain assaty become more
important or the auditor may choose to use comsagsisted audit techniques
to gather more evidence about data contained inif&ignt accounts or
electronic transaction files.

o The auditor may design procedures to obtain additiacorroborative
information. For example, if the auditor identifigmt management is under
pressure to meet earnings expectations, there reag telated risk that
management is inflating sales by entering intosatiFreements that include
terms that preclude revenue recognition or by icingi sales before delivery.
In these circumstances, the auditor may, for examgesign external
confirmations not only to confirm outstanding amis,ibut also to confirm the
details of the sales agreements, including datg, regints of return and
delivery terms. In addition, the auditor might finegffective to supplement
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such external confirmations with enquiries of narahcial personnel in the
entity regarding any changes in sales agreemedtdelivery terms.

. The timing of substantive procedures may need tmbdified. The auditor may
conclude that performing substantive testing anear the period end better
addresses an assessed risk of material misstateoeta fraud. The auditor may
conclude that, given the assessed risks of integtraisstatement or manipulation,
audit procedures to extend audit conclusions from&erim date to the period end
would not be effective. In contrast, because aaniinbnal misstatement—for
example, a misstatement involving improper revereaegnition—may have been
initiated in an interim period, the auditor maya® apply substantive procedures
to transactions occurring earlier in or throughtbwet reporting period.

. The extent of the procedures applied reflects ssessment of the risks of material
misstatement due to fraud. For example, increasamgple sizes or performing
analytical procedures at a more detailed level beegppropriate. Also, computer-
assisted audit techniques may enable more exterissting of electronic
transactions and account files. Such techniquesbeansed to select sample
transactions from key electronic files, to sortngactions with specific
characteristics, or to test an entire populatiateiad of a sample.

A38. If the auditor identifies a risk of materialsstatement due to fraud that affects inventory
guantities, examining the entity’s inventory recrday help to identify locations or
items that require specific attention during oeathe physical inventory count. Such a
review may lead to a decision to observe inventaynts at certain locations on an
unannounced basis or to conduct inventory courddl kications on the same date.

A39. The auditor may identify a risk of materialsstiatement due to fraud affecting a number
of accounts and assertions. These may include aakedtion, estimates relating to
specific transactions (such as acquisitions, refirings, or disposals of a segment of the
business), and other significant accrued liabditisuch as pension and other post-
employment benefit obligations, or environmentailediation liabilities). The risk may
also relate to significant changes in assumptiaating to recurring estimates.
Information gathered through obtaining an undeditam of the entity and its
environment may assist the auditor in evaluatiegélasonableness of such management
estimates and underlying judgements and assumpAgagospective review of similar
management judgements and assumptions appliedonpgariods may also provide
insight about the reasonableness of judgementassunptions supporting management
estimates.

A40. Examples of possible audit procedures to addtbe assessed risks of material
misstatement due to fraud, including those thasitiate the incorporation of an element
of unpredictability, are presented in Appendix BeTappendix includes examples of
responses to the auditor’s assessment of theafskaterial misstatement resulting from
both fraudulent financial reporting, including fduent financial reporting resulting
from revenue recognition, and misappropriationsseds.

Audit Procedures Responsive to Risks Related toalyament Override of Controls

Journal Entries and Other Adjustme(rsf: Para. 32(a))

A41. Material misstatement of financial statemelois to fraud often involve the manipulation
of the financial reporting process by recordingppr@priate or unauthorised journal



A42.

A43.

ISA (NZ) 240

entries. This may occur throughout the year oeabg end, or by management making
adjustments to amounts reported in the financetlestents that are not reflected in
journal entries, such as through consolidating€idjents and reclassifications.

Further, the auditor’s consideration of tisisiof material misstatement associated with
inappropriate override of controls over journalres is important since automated
processes and controls may reduce the risk of aréeivt error but do not overcome the
risk that individuals may inappropriately overrigech automated processes, for
example, by changing the amounts being automatipalised to the general ledger or to
the financial reporting system. Furthermore, whérés used to transfer information
automatically, there may be little or no visibleidance of such intervention in the
information systems.

When identifying and selecting journal entréesd other adjustments for testing and
determining the appropriate method of examininguh@erlying support for the items
selected, the following matters are of relevance:

. The assessment of the risks of material misstateshnerto fraud- the presence of
fraud risk factors and other information obtainedr the auditor’'s assessment of
the risks of material misstatement due to fraud assjist the auditor to identify
specific classes of journal entries and other daljests for testing.

. Controls that have been implemented over journaleshand other adjustments
effective controls over the preparation and posthgournal entries and other
adjustments may reduce the extent of substantstmg¢enecessary, provided that
the auditor has tested the operating effectiveagse controls.

. The entity’s financial reporting process and theuma of evidence that can be
obtained — for many entities routine processing of transast involves a
combination of manual and automated steps and guoes. Similarly, the
processing of journal entries and other adjustmeatg involve both manual and
automated procedures and controls. Where informa¢ichnology is used in the
financial reporting process, journal entries areeoidjustments may exist only in
electronic form.

. The characteristics of fraudulent journal entries other adjustments—
inappropriate journal entries or other adjustmefitsn have unique identifying
characteristics. Such characteristics may incluttees (a) made to unrelated,
unusual, or seldom-used accounts, (b) made byithdils who typically do not
make journal entries, (c) recorded at the endep#riod or as post-closing entries
that have little or no explanation or descripti),made either before or during the
preparation of the financial statements that dohaste account numbers, or (e)
containing round numbers or consistent ending nusabe

. The nature and complexity of the accountenappropriate journal entries or
adjustments may be applied to accounts that (ajacoiransactions that are
complex or unusual in nature, (b) contain significastimates and period-end
adjustments, (c) have been prone to misstatemett® ipast, (d) have not been
reconciled on a timely basis or contain unrecodailéferences, (e) contain inter-
company transactions, or (f) are otherwise assegtiaith an identified risk of
material misstatement due to fraud. In audits tifies that have several locations
or components, consideration is given to the neesklect journal entries from
multiple locations.
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. Journal entries or other adjustments processedidaitthe normal course of
business- non standard journal entries may not be sultjette same level of
internal control as those journal entries used oreaurring basis to record
transactions such as monthly sales, purchasesashddisbursements.

A44. The auditor uses professional judgement iard&hing the nature, timing and extent of
testing of journal entries and other adjustmentswéler, because fraudulent journal
entries and other adjustments are often made anithef a reporting period, paragraph
32(a) (i) requires the auditor to select the j@lentries and other adjustments made at
that time. Further, because material misstatemariisancial statements due to fraud
can occur throughout the period and may involvemsite efforts to conceal how the
fraud is accomplished, paragraph 32(a) (iii) reggithe auditor to consider whether there
is also a need to test journal entries and othessadents throughout the period.

Accounting Estimate@ef: Para. 32(b))

A45. The preparation of the financial statementgires management to make a number of
judgements or assumptions that affect significacbanting estimates and to monitor the
reasonableness of such estimates on an ongoirg Basuidulent financial reporting is
often accomplished through intentional misstateroéatcounting estimates. This may
be achieved by, for example, understating or oagrss all provisions or reserves in the
same fashion so as to be designed either to sreaatings over two or more accounting
periods, or to achieve a designated earnings ieweter to deceive financial statement
users by influencing their perceptions as to théyesperformance and profitability.

A46. The purpose of performing a retrospectiveewvof management judgements and
assumptions related to significant accounting et reflected in the financial
statements of the prior year is to determine whetiere is an indication of possible
management bias. It is not intended to call intesjon the auditor’s professional
judgements made in the prior year that were basadformation available at the time.

A47. Aretrospective review is also required by IB¥) 5408 That review is conducted as a
risk assessment procedure to obtain informatiorarckgg the effectiveness of
management’s prior period estimation process, awitence about the outcome, or
where applicable, the subsequent re-estimationaf period accounting estimates that
is pertinent to making current period accountirtgrestes, and audit evidence of matters,
such as estimation uncertainty, that may be reduebe disclosed in the financial
statements. As a practical matter, the auditoviere of management’s judgements and
assumptions for biases that could represent afislaterial misstatement due to fraud in
accordance with this ISA (NZ) may be carried outconjunction with the review
required by ISA (NZ) 540.

Business Rationale for Significant TransactigRef: Para. 32(c))

A48. Indicators that may suggest that significaahsactions that are outside the normal
course of business for the entity, or that othezvaigpear to be unusual, may have been
entered into to engage in fraudulent financial repg or to conceal misappropriation of
assets include :

18 ISA (NZ) 540 “Auditing Accounting Estimates, Indimg Fair Value Accounting Estimates, and Related

Disclosures,” paragraph 9.
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. The form of such transactions appears overly cox(fibe example, the transaction
involves multiple entities within a consolidateaygp or multiple unrelated third
parties).

. Management has not discussed the nature of andmtarg for such transactions
with those charged with governance of the entityl dhere is inadequate
documentation.

. Management is placing more emphasis on the need farticular accounting
treatment than on the underlying economics of iéuesaction.

. Transactions that involve non-consolidated relgpadties, including special
purpose entities, have not been properly revieweapproved by those charged
with governance of the entity.

. The transactions involve previously unidentifiethted parties or parties that do
not have the substance or the financial strengdiupport the transaction without
assistance from the entity under audit.

Evaluation of Audit Evidence (Ref: Para. 34-37)

A49. ISA (NZ) 330 requires the auditor, based anahdit procedures performed and the audit
evidence obtained, to evaluate whether the assessnoé the risks of material
misstatement at the assertion level remain apmtsfiThis evaluation is primarily a
gualitative matter based on the auditor’s judgem®oth an evaluation may provide
further insight about the risks of material misstaént due to fraud and whether there is
a need to perform additional or different auditqe@ures. Appendix 3 contains examples
of circumstances that may indicate the possibiftfraud.

Analytical Procedures Performed Near the End of thedit in Forming an Overall
Conclusion(Ref: Para. 34)

A50. Determining which particular trends and relatiopshinay indicate a risk of material
misstatement due to fraud requires professionagjgoeent. Unusual relationships
involving year-end revenue and income are partibutalevant. These might include,
for example: uncharacteristically large amountsiobme being reported in the last few
weeks of the reporting period; or unusual transastior income that is inconsistent with
trends in cash flow from operations.

Consideration of Identified Misstatemei@ef: Para. 35-37)

A51. Since fraud involves incentive or pressuredimmit fraud, a perceived opportunity to do
So or some rationalisation of the act, an instasfdeaud is unlikely to be an isolated
occurrence. Accordingly, misstatements, such assnoms misstatements at a specific
location even though the cumulative effect is naterial, may be indicative of a risk of
material misstatement due to fraud.

A52. The implications of identified fraud depend the circumstances. For example, an
otherwise insignificant fraud may be significarit ihvolves senior management. In such
circumstances, the reliability of evidence previgusbtained may be called into
guestion, since there may be doubts about the atemmss and truthfulness of

¥ ISA (NZ) 330, paragraph 25.
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representations made and about the genuinenesscadurding records and
documentation. There may also be a possibility afusion involving employees,
management or third parties.

ISA (NZ) 45G° and ISA (NZ) 708" establish requirements and provide guidance on the
evaluation and disposition of misstatements aneéffieet on the auditor’s opinion in the
auditor’s report.

Auditor Unable to Continue the EngagementRef: Para. 38)

A54.

A55.

A56.

Examples of exceptional circumstances that aneg and that may bring into question
the auditor’s ability to continue performing thed#unclude:

(@) The entity does not take the appropriate aasgarding fraud that the auditor
considers necessary in the circumstances, eventivedéraud is not material to the
financial statements;

(b) The auditor’s consideration of the risks of enetl misstatement due to fraud and
the results of audit tests indicate a significask of material and pervasive fraud;
or

(c) The auditor has significant concern about tloengetence or integrity of
management or those charged with governance.

Because of the variety of the circumstancasitiay arise, it is not possible to describe
definitively when withdrawal from an engagemerdgpropriate. Factors that affect the
auditor’s conclusion include the implications oftinvolvement of a member of
management or of those charged with governanceckwhay affect the reliability of
management representations) and the effects aauthitor of a continuing association
with the entity.

The auditor has professional and legal regpdities in such circumstances and these
responsibilities may vary. In some cases, for exantpe auditor may be entitled to, or
required to, make a statement or report to theopeos persons who made the audit
appointment or, in some cases, to regulatory ailié®rGiven the exceptional nature of
the circumstances and the need to consider thé dlegairements, the auditor may
consider it appropriate to seek legal advice whaanding whether to withdraw from an
engagement and in determining an appropriate cofiesgion, including the possibility
of reporting to shareholders, regulators or otfers.

Considerations Specific to Public Sector Entities

A57.

In many cases in the public sector, the oppiorithdrawing from the engagement may
not be available to the auditor due to the natdréhe mandate or public interest
considerations.

2 |SA (NZ) 450, “Evaluation of Misstatements Iddietil during the Audit”.
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ISA (NZ) 700, “Forming an Opinion and Reporting Binancial Statements”.
Professional and Ethical Standard 1 (Revised)iges guidance on communications with an audijolang

the existing auditor.
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Written Representations(Ref: Para. 39)
A58. [Amended by the NZAuASB.]
NZA58.1. ISA (NZ) 586° establishes requirements and provides guidanobtaiming appropriate

representations from those charged with governancthe audit. In addition to

acknowledging that they have fulfilled their respitnility for the preparation of the

financial statements, it is important that, irretpes of the size of the entity, those
charged with governance acknowledge their respoitgior internal control designed,

implemented and maintained to prevent and detaatlfr

A59. [Amended by the NZAUuASB.]
NZA59.1 Because of the nature of fraud and thecdilfies encountered by auditors in detecting

material misstatements in the financial statemesgslting from fraud, it is important
that the auditor obtain a written representatiamfrthose charged with governance
confirming that they have disclosed to the auditor:

(@) The results of management’s assessment oisthéhat the financial statements
may be materially misstated as a result of frand; a

(b)  Their knowledge of actual, suspected or allefgaud affecting the entity.

Communications to Management and with Those ChargeWith Governance

Communication to Manageme(mef: Para. 40)

A60.

When the auditor has obtained evidence thatifexists or may exist, it is important that
the matter be brought to the attention of the apaite level of management as soon as
practicable. This is so even if the matter mightcbhasidered inconsequential (for
example, a minor defalcation by an employee atvddwel in the entity’s organisation).
The determination of which level of managemenhes appropriate one is a matter of
professional judgement and is affected by suclofaets the likelihood of collusion and
the nature and magnitude of the suspected fraudin@rly, the appropriate level of
management is at least one level above the pevdomappear to be involved with the
suspected fraud.

Communication with Those Charged With Governgree Para. 41)

A61.

AG2.

The auditor’'s communication with those chargéti governance may be made orally or
in writing. ISA (NZ) 260 identifies factors the atat considers in determining whether
to communicate orally or in writin®.Due to the nature and sensitivity of fraud invotyi
senior management, or fraud that results in a nahterisstatement in the financial
statements, the auditor reports such matters amelyt basis and may consider it
necessary to also report such matters in writing.

In some cases, the auditor may consider it@gp@ate to communicate with those
charged with governance when the auditor becomaseenv fraud involving employees
other than management that does not result in ermbinisstatement. Similarly, those
charged with governance may wish to be informedswéh circumstances. The
communication process is assisted if the auditdtlamse charged with governance agree

23
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ISA (NZ) 580, “Written Representations.”
ISA (NZ) 260, paragraph A38.
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at an early stage in the audit about the natureateht of the auditor’s communications
in this regard.

In the exceptional circumstances where thatautlas doubts about the integrity or
honesty of management or those charged with gomeendghe auditor may consider it
appropriate to obtain legal advice to assist iremining the appropriate course of
action.

Other Matters Related to Fra(rkf: Para. 42)

Ab64.

Other matters related to fraud to be discussedtivitbe charged with governance of the
entity may include, for example:

. Concerns about the nature, extent and frequengaohgement’s assessments of
the controls in place to prevent and detect frandi @& the risk that the financial
statements may be misstated.

. Afailure by management to appropriately addresstitied significant deficiencies
in internal control, or to appropriately respondatoidentified fraud.

. The auditor’s evaluation of the entity’s controvennment, including questions
regarding the competence and integrity of managemen

. Actions by management that may be indicative aidtdent financial reporting,
such as management’s selection and applicatioccolating policies that may be
indicative of management’s effort to manage eaingrder to deceive financial
statement users by influencing their perceptiorns #se entity’s performance and
profitability.

Concerns about the adequacy and completeness aditierisation of transactions
that appear to be outside the normal course ohbasi

Communications to Regulatory and Enforcement Authoities (Ref: Para. 43)

AGS.

AGG.

The auditor’s professional duty to maintain thefaentiality of client information may
preclude reporting fraud to a party outside thentlentity. However, the auditor’s legal
responsibilities vary and, in certain circumstandlee duty of confidentiality may be
overridden by statute, the law or courts of lawsdme cases, the auditor of a financial
institution has a statutory duty to report the ooemce of fraud to supervisory
authorities. Also, in some cases the auditor hakitg to report misstatements to
authorities in those cases where management asd tharged with governance fail to
take corrective action.

The auditor may consider it appropriate toaobtlegal advice to determine the
appropriate course of action in the circumstarntespurpose of which is to ascertain the
steps necessary in considering the public integsécts of identified fraud.

Considerations Specific to Public Sector Entities

AG7.

In the public sector, requirements for repaytiraud, whether or not discovered through
the audit process, may be subject to specific prons of the audit mandate or related
law, regulation or other authority.
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Appendix 1
(Ref: Para. A25)

Examples of Fraud Risk Factors

The fraud risk factors identified in this Appendie examples of such factors that may be faced
by auditors in a broad range of situations. Sephraresented are examples relating to the two
types of fraud relevant to the auditor’s considerat-that is, fraudulent financial reporting and
misappropriation of assets. For each of these typeaud, the risk factors are further classified
based on the three conditions generally presem wiagerial misstatements due to fraud occur:
(a) incentives/pressures, (b) opportunities, ap@ffttudes/rationalisations. Although the risk
factors cover a broad range of situations, theyoahg examples and, accordingly, the auditor
may identify additional or different risk factofdot all of these examples are relevant in all
circumstances, and some may be of greater or Isggeficance in entities of different size or
with different ownership characteristics or circuamses. Also, the order of the examples of risk
factors provided is not intended to reflect thelative importance or frequency of occurrence.

Risk Factors Relating to Misstatements Arising fromFraudulent Financial Reporting

The following are examples of risk factors relatbiogmisstatements arising from fraudulent
financial reporting.

Incentives/Pressures

Financial stability or profitability is threatendsly economic, industry, or entity operating
conditions, such as (or as indicated by):

. High degree of competition or market saturatiowpagpanied by declining margins.

. High vulnerability to rapid changes, such as chamgéechnology, product obsolescence,
or interest rates.

. Significant declines in customer demand and in@ngalsusiness failures in either the
industry or overall economy.

. Operating losses making the threat of bankruptoyedosure, or hostile takeover
imminent.

. Recurring negative cash flows from operations anabhility to generate cash flows from
operations while reporting earnings and earningsvtr.

. Rapid growth or unusual profitability especiallyngoared to that of other companies in the
same industry.

. New accounting, statutory, or regulatory requiretaen

Excessive pressure exists for management to meettiuirements or expectations of third
parties due to the following:

. Profitability or trend level expectations of invesnt analysts, institutional investors,
significant creditors, or other external partiear{gularly expectations that are unduly
aggressive or unrealistic), including expectaticrested by management in, for example,
overly optimistic press releases or annual repedsages.

. Need to obtain additional debt or equity finandmgtay competitive—including financing
of major research and development or capital expaed.
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. Marginal ability to meet exchange listing requirertseordebt repayment or other debt
covenant requirements.

. Perceived or real adverse effects of reporting fioancial results on significant pending
transactions, such as business combinations oramr@wards.

Information available indicates that the persomadricial situatiorof management or those
charged with governance is threatened by the énfityancial performance arising from the
following:

. Significant financial interests in the entity.

. Significant portions of their compensation (for ex#e, bonuses, share options, and earn-
out arrangements) being contingent upon achievggyessive targets for share price,
operating results, financial position, or cash ffdw

. Personal guarantees of debts of the entity.

There is excessive pressure on management or mgepersonnel to meet financial targets
established by those charged with governance,dimajusales or profitability incentive goals.
Opportunities

The nature of the industry or the entity’s openagiqrovides opportunities to engage in
fraudulent financial reporting that can arise frtima following:

. Significant related-party transactions not in theireary course of business or with related
entities not audited or audited by another firm.

. A strong financial presence or ability to dominateertain industry sector that allows the
entity to dictate terms or conditions suppliers orcustomers that may result in
inappropriate or non-arm’s-length transactions.

. Assets, liabilities, revenues, or expenses basegigmificant estimates that involve
subjective judgements or uncertainties that arfecdif to corroborate.

. Significant, unusual, or highly complex transacsipespecially those close to period end
that pose difficult “substance over form” questions

. Significant operations located or conducted achotesnational borders in jurisdictions
where differing business environments and cultesest.

. Use of business intermediaries for which there appi® be no clear business justification.

. Significant bank accounts or subsidiary or bran@érations in tax-haven jurisdictions for
which there appears to be no clear business peibin.

The monitoring of management is not effective assalt of the following:

. Domination of management by a single person orlsgnalip (in a non owner-managed
business) without compensating controls.

. Oversight by those charged with governance oveffittacial reporting process and
internal control is not effective.

% Management incentive plans may be contingent @oiiieving targets relating only to certain acceuont

selected activities of the entity, even thoughrilated accounts or activities may not be matéwittie entity
as a whole.
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There is a complex or unstable organisational 8iracas evidenced by the following:

Difficulty in determining the organisation or indilals that have controlling interest in the
entity.

Overly complex organisational structure involvingusual legal entities or managerial
lines of authority.

High turnover of senior management, legal courtsahose charged with governance.

Internal control components are deficient as alresuhe following:

Inadequate monitoring of controls, including auttedacontrols and controls over interim
financial reporting (where external reporting iguged).

High turnover rates or employment of staff in aggmg, information technology, or the
internal audit function that are not effective.

Accounting and information systems that are na&ative, including situations involving
significant deficiencies in internal control.

Attitudes/Rationalisations

Communication, implementation, support, or enforeetof the entity’s values or ethical
standards by management, or the communication agpiropriate values or ethical
standards, that are not effective.

Non-financial management’s excessive participatiaor preoccupation with the selection
of accounting policies or the determination of gigant estimates.

Known history of violations of securities laws dher laws and regulations, or claims
against the entity, its senior management, or thbagged with governance alleging fraud
or violations of laws and regulations.

Excessive interest by management in maintainingareasing the entity’s share price or
earnings trend.

The practice by management of committing to angjyseditors, and other third parties to
achieve aggressive or unrealistic forecasts.

Management failing to remedy known significant defincies in internal control on a
timely basis.

An interest by management in employing inappropriateans to minimise reported
earnings for tax-motivated reasons.

Low morale among senior management.
The owner-manager makes no distinction betweeropaltsind business transactions.
Dispute between shareholders in a closely heldyenti

Recurring attempts by management to justify mafginaappropriate accounting on the
basis of materiality.

The relationship between management and the cuorenédecessor auditor is strained, as
exhibited by the following:

0 Frequent disputes with the current or predecessbitaa on accounting, auditing, or
reporting matters.
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0 Unreasonable demands on the auditor, such as igtictine constraints regarding
the completion of the audit or the issuance ofaihitor’s report.

0 Restrictions on the auditor that inappropriatatyitiaccess to people or information
or the ability to communicate effectively with tleosharged with governance.

0 Domineering management behaviour in dealing with #uditor, especially
involving attempts to influence the scope of thdieur’s work or the selection or
continuance of personnel assigned to or consuheti®audit engagement.

Risk Factors Relating to Misstatements Arising FromMisappropriation of Assets

Risk factors that relate to misstatements arisinognf misappropriation of assets are also
classified according to the three conditions gdhergresent when fraud exists:
incentives/pressures, opportunities, and attitwagshalisation. Some of the risk factors related
to misstatements arising from fraudulent finanai@porting also may be present when
misstatements arising from misappropriation oftassecur. For example, ineffective monitoring
of management and other deficiencies in internatrob may be present when misstatements
due to either fraudulent financial reporting or agpropriation of assets exist. The following are
examples of risk factors related to misstatemerseng from misappropriation of assets.

Incentives/Pressures

Personal financial obligations may create pressnmmanagement or employees with access to
cash or other assets susceptible to theft to mispppte those assets.

Adverse relationships between the entity and enga@sywith access to cash or other assets
susceptible to theft may motivate those employeesisappropriate those assets. For example,
adverse relationships may be created by the fotigwi

. Known or anticipated future employee layoffs.
. Recent or anticipated changes to employee compensatbenefit plans.
. Promotions, compensation, or other rewards inctargisvith expectations.

Opportunities

Certain characteristics or circumstances may iserethe susceptibility of assets to
misappropriation. For example, opportunities toapmopriate assets increase when there are
the following:

. Large amounts of cash on hand or processed.

. Inventory items that are small in size, of highuealor in high demand.
. Easily convertible assets, such as bearer bonais\astids, or computer chips.
. Items of plant and equipment which are small ie simarketable, or lacking observable

identification of ownership.

Inadequate internal control over assets may inerdses susceptibility of misappropriation of
those assets. For example, misappropriation ofsassgy occur because there is the following:

. Inadequate segregation of duties or independermkshe

. Inadequate oversight of senior management expeadjtsuch as travel and other re-
imbursements.
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Inadequate management oversight of employees reffyp@rfor assets, for example,
inadequate supervision or monitoring of remote tioce.

Inadequate job applicant screening of employeds adtess to assets.
Inadequate record keeping with respect to assets.

Inadequate system of authorisation and approvatraisactions (for example, in
purchasing).

Inadequate physical safeguards over cash, invessmaaentory, or property, plant and
equipment.

Lack of complete and timely reconciliations of dsse

Lack of timely and appropriate documentation ohsactions, for example, credits for
merchandise returns.

Lack of mandatory vacations for employees perfogiay control functions.

Inadequate management understanding of informatemihnology, which enables
information technology employees to perpetrate sappropriation.

Inadequate access controls over automated recoctigging controls over and review of
computer systems event logs.

Attitudes/Rationalisations

Disregard for the need for monitoring or reducirgks related to misappropriations of
assets.

Disregard for internal control over misappropriatiof assets by overriding existing
controls or by failing to take appropriate remedietion on known deficiencies in internal
control.

Behaviour indicating displeasure or dissatisfactiotin the entity or its treatment of the
employee.

Changes in behaviour or lifestyle that may indicsets have been misappropriated.
Tolerance of petty theft.
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Appendix 2
(Ref: Para. A40)

Examples of Possible Audit Procedures to Address ¢hAssessed Risks of
Material Misstatement Due to Fraud

The following are examples of possible audit praced to address the assessed risks of material
misstatement due to fraud resulting from both frdewt financial reporting and
misappropriation of assets. Although these pro@sicover a broad range of situations, they are
only examples and, accordingly they may not bentlost appropriate nor necessary in each
circumstance. Also the order of the proceduresigealis not intended to reflect their relative
importance.

Consideration at the Assertion Level

Specific responses to the auditor’s assessmehéeaigks of material misstatement due to fraud
will vary depending upon the types or combinatiofisaud risk factors or conditions identified,
and the classes of transactions, account baladisetosures and assertions they may affect.

The following are specific examples of responses:

. Visiting locations or performing certain tests oswprise or unannounced basis. For
example, observing inventory at locations whereitaudattendance has not been
previously announced or counting cash at a padialdte on a surprise basis.

. Requesting that inventories be counted at the etiek@eporting period or on a date closer
to period end to minimise the risk of manipulat@frbalances in the period between the
date of completion of the count and the end ofrép®rting period.

. Altering the audit approach in the current year. &@mple, contacting major customers
and suppliers orally in addition to sending writmfirmation, sending confirmation
requests to a specific party within an organisation seeking more or different
information.

. Performing a detailed review of the entity’s quadad or year-end adjusting entries and
investigating any that appear unusual as to natuagnount.

. For significant and unusual transactions, partityldose occurring at or near year-end,
investigating the possibility of related partiesdaime sources of financial resources
supporting the transactions.

. Performing substantive analytical procedures usiisgggregated data. For example,
comparing sales and cost of sales by location,dfrfausiness or month to expectations
developed by the auditor.

. Conducting interviews of personnel involved in arediere a risk of material misstatement
due to fraud has been identified, to obtain thresights about the risk and whether, or how,
controls address the risk.

. When other independent auditors are auditing th@nftial statements of one or more
subsidiaries, divisions or branches, discussinig theem the extent of work necessary to be
performed to address the assessed risk of mat@gaiatement due to fraud resulting from
transactions and activities among these components.
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If the work of an expert becomes patrticularly sfigaint with respect to a financial
statement item for which the assessed risk of atisstent due to fraud is high, performing
additional procedures relating to some or all & &xpert's assumptions, methods or
findings to determine that the findings are noeasonable, or engaging another expert for
that purpose.

Performing audit procedures to analyse selectedhingebalance sheet accounts of
previously audited financial statements to assessdertain issues involving accounting
estimates and judgements, for example, an allowfansales returns, were resolved with
the benefit of hindsight.

Performing procedures on account or other recaticifis prepared by the entity, including
considering reconciliations performed at interinniqes.

Performing computer-assisted techniques, suchtasntiaing to test for anomalies in a
population.

Testing the integrity of computer-produced recandd transactions.
Seeking additional audit evidence from sourcesidetsf the entity being audited.

Specific Responses—Misstatement Resulting from Fraulent Financial Reporting

Examples of responses to the auditor’s assessrhdrg asks of material misstatement due to
fraudulent financial reporting are as follows:

Revenue recognition

Performing substantive analytical procedures madgtid revenue using disaggregated data,
for example, comparing revenue reported by month lay product line or business
segment during the current reporting period witmparable prior periods. Computer-
assisted audit techniques may be useful in idengfynusual or unexpected revenue
relationships or transactions.

Confirming with customers certain relevant contreerims and the absence of side
agreements, because the appropriate accounting isftefluenced by such terms or
agreements and basis for rebates or the periodhtchvthey relate are often poorly
documented. For example, acceptance criteria,atgland payment terms, the absence of
future or continuing vendor obligations, the rigihteturn the product, guaranteed resale
amounts, and cancellation or refund provisionsnoétes relevant in such circumstances.

Enquiring of the entity’s sales and marketing pers or in-house legal counsel regarding
sales or shipments near the end of the periodreidknowledge of any unusual terms or
conditions associated with these transactions.

Being physically present at one or more locatiangeaiod end to observe goods being
shipped or being readied for shipment (or retumagiting processing) and performing
other appropriate sales and inventory cutoff proocesl

For those situations for which revenue transactasaslectronically initiated, processed,
and recorded, testing controls to determine whetiear provide assurance that recorded
revenue transactions occurred and are properlydedo
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Inventory Quantities

. Examining the entity's inventory records to idgnlifcations or items that require specific
attention during or after the physical inventoryicb

. Observing inventory counts at certain locationsanrunannounced basis or conducting
inventory counts at all locations on the same date.

. Conducting inventory counts at or near the entd@féporting period to minimise the risk
of inappropriate manipulation during the periodvestn the count and the end of the
reporting period.

. Performing additional procedures during the obgemaf the count, for example, more
rigorously examining the contents of boxed iterhg, inanner in which the goods are
stacked (for example, hollow squares) or labelad,the quality (that is, purity, grade, or
concentration) of liquid substances such as perfunnespecialty chemicals. Using the
work of an expert may be helpful in this regard.

. Comparing the quantities for the current periochvpitior periods by class or category of
inventory, location or other criteria, or compansaf quantities counted with perpetual
records.

. Using computer-assisted audit techniques to futtingirthe compilation of the physical
inventory counts—for example, sorting by tag nuntbeest tag controls or by item serial
number to test the possibility of item omissiordaplication.

Management estimates

. Using an expert to develop an independent estife@ateomparison to management’s
estimate.

. Extending enquiries to individuals outside of maragnt and the accounting department
to corroborate management’s ability and intentdaycout plans that are relevant to
developing the estimate.

Specific Responses—Misstatements Due to Misapproption of Assets

Differing circumstances would necessarily dictatiéecent responses. Ordinarily, the audit
response to an assessed risk of material misstatelue to fraud relating to misappropriation of
assets will be directed toward certain accountrizasa and classes of transactions. Although
some of the audit responses noted in the two cagsgabove may apply in such circumstances,
the scope of the work is to be linked to the speaiformation about the misappropriation risk
that has been identified.

Examples of responses to the auditor's assessrhdrd ask of material misstatements due to
misappropriation of assets are as follows:

. Counting cash or securities at or near year-end.

. Confirming directly with customers the accountwtyi(including credit memo and sales
return activity as well as dates payments were nfade¢he period under audit.

. Analysing recoveries of written-off accounts.
. Analysing inventory shortages by location or prddype.

. Comparing key inventory ratios to industry norm.
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Reviewing supporting documentation for reductianghe perpetual inventory records.

Performing a computerised match of the vendomlight a list of employees to identify
matches of addresses or phone numbers.

Performing a computerised search of payroll recacdgentify duplicate addresses,
employee identification or IRD numbers or bank arte

Reviewing personnel files for those that contattielior no evidence of activity, for
example, lack of performance evaluations.

Analysing sales discounts and returns for unusa@éms or trends.

Confirming specific terms of contracts with thirdrpes.

Obtaining evidence that contracts are being caoigdn accordance with their terms.
Reviewing the propriety of large and unusual expsns

Reviewing the authorisation and carrying valueesfisr management and related party
loans.

Reviewing the level and propriety of expense repsubmitted by senior management.
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Appendix 3
(Ref: Para. A49)

Examples of Circumstances that Indicate the Possiliy of Fraud

The following are examples of circumstances that mdicate the possibility that the financial
statements may contain a material misstatemenitirestrom fraud.

Discrepancies in the accounting records, including:

Transactions that are not recorded in a completenaely manner or are improperly
recorded as to amount, accounting period, classific, or entity policy.

Unsupported or unauthorised balances or transaction
Last-minute adjustments that significantly affenaihcial results.

Evidence of employees’ access to systems and reguwrdnsistent with that necessary to
perform their authorised duties.

Tips or complaints to the auditor about allegeddra

Conflicting or missing evidence, including:

Missing documents.
Documents that appear to have been altered.

Unavailability of other than photocopied or eleaioally transmitted documents when
documents in original form are expected to exist.

Significant unexplained items on reconciliations.

Unusual balance sheet changes, or changes in wemdportant financial statement ratios
or relationships — for example receivables growasger than revenues.

Inconsistent, vague, or implausible responses framagement or employees arising from
enquiries or analytical procedures.

Unusual discrepancies between the entity's rea@rdsconfirmation replies.
Large numbers of credit entries and other adjustsmaade to accounts receivable records.

Unexplained or inadequately explained differencssvben the accounts receivable sub-
ledger and the control account, or between theomest statements and the accounts
receivable sub-ledger.

Missing or non-existent cancelled cheques in cistamces where cancelled cheques are
ordinarily returned to the entity with the banktstaent.

Missing inventory or physical assets of significaragnitude.

Unavailable or missing electronic evidence, incstesit with the entity’s record retention
practices or policies.

Fewer responses to confirmations than anticipatedgveater number of responses than
anticipated.

Inability to produce evidence of key systems depalent and program change testing and
implementation activities for current-year systedmroges and deployments.
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Problematic or unusual relationships between thi#@uand management, including:

Denial of access to records, facilities, certairplayees, customers, vendors, or others
from whom audit evidence might be sought.

Undue time pressures imposed by management toveesoinplex or contentious issues.

Complaints about the conduct of the audit or intiation of engagement team members,
particularly in connection with the auditor’s cciil assessment of audit evidence or in the
resolution of potential disagreements with managgme

Unusual delays by the entity in providing requesiddrmation.

Unwillingness to facilitate auditor access to klyceonic files for testing through the use
of computer-assisted audit techniques.

Denial of access to key IT operations staff andifess, including security, operations, and
systems development personnel.

An unwillingness to add or revise disclosures ia financial statements to make them
more complete and understandable.

An unwillingness to address identified deficiendiegnternal control on a timely basis.

Other

Unwillingness by management to permit the audiianeet privately with those charged
with governance.

Accounting policies that appear to be at varianith imdustry norms.

Frequent changes in accounting estimates that dapmear to result from changed
circumstances.

Tolerance of violations of the entity’s code of dant.



ISA (NZ) 240

ACCOMPANYING ATTACHMENT: CONFORMITY TO THE INTERNAT IONAL
STANDARDS ON AUDITING

This conformity statement accompanies but is nat@aSA (NZ) 240.

Conformity with International Standards on Auditing

This International Standard on Auditing (New Zedp@SA (NZ)) conforms to International
Standard on Auditing ISA 240he Auditor’'s Responsibilities Relating to Fraudam Audit of
Financial Statementdssued by the International Auditing and AssuraStandards Board
(IAASB), an independent standard-setting boarthefihternational Federation of Accountants
(IFAC).

Paragraphs that have been added to this ISA (Nid) da not appear in the text of the
equivalent ISA) are identified with the prefix “NZ”

References to “management” and “those chargedgenernance” have been amended in the
ISAs (NZ) because the statutory responsibilitytfa preparation of the financial statements
rests with those charged with governance. The K84aire the auditor to obtain written
representations from management. The ISAs (N4)ireqvritten representations from those
charged with governance. Paragraphs where refesénc’'management” have been
amended have been labelled as NZ paragraphs.

This ISA (NZ) incorporates terminology and defiaits used in New Zealand. References to
listed entities have been broadened to refer to F&fOrting entities in New Zealand.

Compliance with this ISA (NZ) enables compliancémBSA 240.

Comparison with Australian Auditing Standards

In Australia the Australian Auditing and Assurar8&ndards Board (AUASB) has issued
Australian Auditing Standard ASA 24the Auditor’s Responsibilities Relating to Fraudam
Audit of a Financial Report.

ASA 240 conforms to ISA 240.



